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The Honorable Anthony J. Principi, Chairman
Base Realignment and Closure Commission
2521 South Clark Street, Suite 600

Arlington, Virginia 22202

Dear Chairman Principi:

Thank you for traveling to New Jersey on June 3" for the briefing on the importance of
retaining the Army’s Team Command, Control, Communications, Computers, Intelligence,
Electronic Warfare and Sensors (Team C4ISR)at Fort Monmouth. I believe that Vice
Admiral Paul Gaffney, Bob Giordano and our Congressional delegation made a compelling
case in that briefing.

I want to emphasize to you that New Jersey has a long tradition of being a military-
friendly state. Our support for the military was highlighted this past year when our
legislature passed, and we signed into law, an array of programs to increase benefits and
scholarships for military personnel and veterans, to provide fast-track support for
commanders seeking state permits at New Jersey military installations and to prevent
encroachment at military bases. Let me list a few of the initiatives we have launched to
provide special support for the military in New Jersey.

e The New Jersey Department of Environmental Protection (DEP) meets with all
Base Commanders and their staffs quarterly to expedite environmental
permitting issues.

e The Board of Public Utilities and DEP are working aggressively with Fort
Monmouth and local utilities to develop options that will provide lower utility
fees for the Fort.

e The State of New Jersey has designated Fort Monmouth a Center of Excellence and
we have directed our colleges and universities to give high priority to assisting the
Army in its R&D missions. There is no other location in the entire country that can
match the resources, capabilities, leverage, and support of what Princeton, Rutgers,
New Jersey Institute of Technology, Stevens Institute of Technology and
Monmouth University offer to Fort Monmouth in areas directly related to C4ISR.



DCN 3566

Executive Correspondence

All of these universities are less than an hour’s drive from Fort Monmouth.

As to the future, our Legislature and the Executive Branch stand ready to take
further action to resolve issues and to assure a welcoming and supportive
environment for our military installations and a high quality of life for military
personnel, veterans and the DoD civilian workforce.

Clearly, I write to you as the Governor of a State heavily dependent upon Fort
Monmouth as an economic engine for both the State and region. Fort Monmouth
contributes over 22,000 jobs and more than $3.25 Billion to New Jersey’s economy.
However, I also write to you to stress the importance of Fort Monmouth technologies
related to a pair of important issues that makes the continued existence of Team C4ISR

at Fort Monmouth in the interest of the nation:

1.

To assure the safety and success of our war fighters in Iraq and Afghanistan, we
cannot allow a disruption in providing for the needs of our war fighters. In his
testimony before the BRAC Commission, Army Secretary Harvey stated that the
activities on Fort Monmouth were “R&D and strategic” in nature, and that
accordingly the disruption that the recommendation would cause could be
managed without immediate impact. He was absolutely mistaken on that point;

and

The success of our federal, regional and state efforts to secure our Homeland
depend on sensor and other technologies — many of which were developed at Fort
Monmouth. Much of what Fort Monmouth does to support the military has direct
application to Homeland Security. That fact is particularly important with New
York City just 34 miles from Fort Monmouth.

The Port Authority of New York and New Jersey recognized the importance of the
Fort to Homeland Security by relying on Team C4ISR for the project management

of the Regional Information Joint Awareness Network (RIJAN). RIJANis a
system designed to provide real-time situational awareness to incident managers by

connecting sensors, communications, operational reporting and collaborative
planning into a single, unified joint network. This is just one example of the critical
role Fort Monmouth plays in this region’s Homeland Security efforts. A more
complete outline of its involvement in supporting FEMA Region II, the City of
New York, and the nation is enclosed.

As I mentioned to you on June 3™, we are convinced that closing Fort Monmouth
would be a mistake for the military in this time of a hot war overseas and the clear and
present threat from terrorists in our Homeland. It would be the wrong decision at the
wrong time. Why fix something that is not broken? Why disrupt the flow of life saving
technologies and services for the war fighter?

We are proud that in every conflict in which the United States has been involved since
World War I, Fort Monmouth has been instrumental in providing our military with
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critical communications, command and control, intelligence, surveillance and
reconnaissance technologies.

From training carrier pigeons to carry messages in World War I, to development of
Firefinder Radar, to development of jammers and shortstop systems that cause enemy
weapons to miss targets and detonate prematurely, to development of electronics crucial
to safe operation of advanced Army helicopters, to development of technology that
allows leaders to see friendly and unfriendly force assets on a map and track their
movements - Fort Monmouth has set the pace for development of breakthrough military

communication technologies.

At no time in the past has the work at Fort Monmouth been more important than today
to our nation’s defense, to the safety of our war fighters on the battlefield, and to our
homeland security. Fort Monmouth’s breakthrough technologies are driving
innovation, invention, and the transformation of our military forces while also
protecting the gateways to our Homeland.

We all recognize that the future of combat will be radically different from the past. Fort
Monmouth will be key to the Army’s transformation and key to success in such
ventures as Network Centric Warfare in which we will rely not on massive firepower,
but on effective use of superior information. Future combat will require seamless
integration of every existing weapon in the battle space. Fort Monmouth’s flawless
performance in this area marks the Fort as a needed leader for military technological
integration and interoperability.

As the BRAC Commission deliberates, its Members should not ignore a fundamental
fact. Success with highly sophisticated technological missions requires much more than
funding. Success requires a large and highly skilled available workforce and extensive
support systems from universities and industries with exceptional resources and
expertise in related technologies.

I want to emphasize to you and the members of the BRAC Commission that New Jersey
is not just a good and friendly location for a C4ISR military facility — but New Jersey
has the wealth of intellectual capital to be the very best place for C4ISR excellence to
thrive. In fact, Fort Monmouth has close proximity to, and partnerships with, world-
class universities with prolific expertise in areas directly related to the C4ISR mission.
In addition, Monmouth County is home to almost five times the number of industry
related businesses necessary to support C4ISR activity than Harford County, Maryland.

More importantly, Fort Monmouth is in very close proximity to Fort Dix, McGuire Air
Force Base, Naval Air Engineering Station Lakehurst and Naval Weapons Station
Earle. Fort Monmouth has a multitude of collaborations with these sister military
installations including significant testing at Fort Dix. The DOD analysis of Fort
Monmouth has missed the opportunity and the great potential for inter-service jointness
among these near by military installations.
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New Jersey’s strong workforce, with the highest concentration of engineers and
scientists of any state, rests on an educational excellence from pre-school to doctoral
level research. The State of New Jersey has consistently outperformed the national
average and the average of the State of Maryland on proficiency assessments in
mathematics and language arts in grades for which comparison data are available.

New Jersey’s high school graduation rate is significantly greater than the national
average and the average for the State of Maryland. The average class size in New
Jersey is also substantially smaller than the national average, and substantially smaller
than the average for the State of Maryland, offering New Jersey students the
opportunity for greater individual attention by teachers. The pool of ready and available
workers is greater in Monmouth County, which has more than 90,000 adults holding a
bachelor’s degree compared to only 25,000 adults with bachelor’s degrees in Harford

County, Maryland.

Over the past decade, Fort Monmouth has actively partnered with industries,
universities and federal and state government agencies including the Port Authority of
New York and New Jersey, the FBI, and the State of New Jersey. For example, Fort
Monmouth, together with Princeton University, is working with companies such as
Sensors Unlimited, Sarnoff, AT&T, Lucent, Telcordia, Sun, NEC, Lockheed Martin,
General Dynamics and L-3 Communications on sensors, novel infrared detectors,
cameras, systems, and advanced signal processing. All of these companies are “New
Jersey Neighbors” in proximity to the Fort.

Mr. Chairman, the military’s greatest asset in C4ISR is the brainpower of the civilian
and military employees coupled with the contractor and the university communities.
That asset — the people, the firms and the universities - is tied to New Jersey. History
shows that in BRAC and in corporate moves such as the proposed move from
Monmouth to Aberdeen — almost all the most talented do not move. The A Team stays
and a very small B Team moves to the new site. Our war fighters’ C4ISR needs
deserve more than the B Team.

Sincerely,
Richard J. Codey

Acting Governor

Members of the New Jersey Congressional Delegation
Members of the BRAC Commission

Enclosure
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Homeland Security/Defense: Leveraging Fort Monmouth

Background.

Several policy guidance directives were issued as part of the DOD BRAC deliberation
process. One signed by the Under Secretary of Defense (Acquisition, Technology and
Logistics), on December 10, 2004, directed that effects on homeland defense and support
for civil operations be considered in BRAC recommendations, including sharing of

technology.

No BRAC information released to date discusses the fact that Fort Monmouth has
applicable C4ISR technology that can/should be shared to support civil homeland
security operations. This is particularly strange in light of Fort Monmouth’s close
proximity to New York City (NYC), which is the “911 Commission’s” top potential
target for terrorism, Congressional testimony referring to Fort Monmouth by “911
Commissioner” Lehman in the House of Representatives on August 3, 2004, and a
National Research Council report of August 19, 2004, which cited the Army’s C4ISR
technology as most relevant to critical homeland security interoperability needs.

Discussion..

Immediately following 911, Fort Monmouth personnel were deployed to “Ground Zero”
with advanced equipment and technical support, including:

- Thermal cameras to search for survivors within the rubble pile;
- Radio frequency surveillance equipment to locate victim cell phones;

- LASER Doppler vibrometers to help assess the stability of buildings in the area in
which relief workers were situated; and

- Coordinated aircraft fly-overs using sensitive EO/IR and spectral measuring
equipment to make digital maps of the site to assist first responders in locating gas
leaks and to detect burning hot spots beneath the surface.

Due to its central location in the New York-New Jersey metro area and its ability to offer
secure facilities, Fort Monmouth was selected to serve as Continuity of Operations
(COOP) facilities for FEMA’s Region II and the US Army Corps of Engineers, North
Atlantic Division. The FEMA Region II COOP has been activated a number of times,
most notably in during the August 2003 New York City blackout, during the August
2004 Republican National Convention and during multiple regional floods.

In April 2005, the US Department of Homeland Security conducted Exercise TOPOFF 3
in New Jersey and Connecticut, which simulated a biological attack and a chemical attack
in each state respectively. During that time the 1st Army established its Joint Task Force
for Consequence Management (JTF CM) at Ft. Monmouth to support US Northern
Command (NORTHCOM) in support of both TOPOFF 3 and the affiliated ARDENT

SENTRY Exercise.
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Fort Monmouth’s Homeland Security relevant C4ISR projects.

Port Authority of NY/NJ (PANYNJ) — Developing a prototype information-sharing
network and radiological surveillance system consisting of C2, situational awareness,
radiological sensor networks, and video assets. This effort will insure that the critical
assets of PANYNTJ are protected as well as the millions of citizens that it serves.

National Guard Bureau (NGB) — NGB is finalizing Ft. Monmouth’s role as system
engineer for the Joint Contingency Communications Support Environment (JCCSE) to
ensure that this critical capability is effectively utilized by the National Guard. The
CAISR test beds assets at both Forts. Monmouth and Fort Dix will be leveraged to

test/develop this critical system.

State of NJ — Ft. Monmouth is developing/ transitioning intrusion detection systems and
technology to protect the State’s critical infrastructure and the systems involved in
meeting the needs of the State and its citizens. Steps to secure the State’s critical
networks and databases against terrorist attacks/compromise include surveys of networks
and critical information assets as well as the development/transition of dual-use host
intrusion, network intrusion, and security management technology.

Fort Monmouth has been designated by the Governor, by Executive Order, as the New
Jersey Homeland Security Technology Systems Center. Further the State has indicated
that Fort Monmouth will be its site for its emergency medical stockpile. One must note
that in case of NY-NJ disaster, Fort Monmouth is the most accessible, secure facility for
establishing command headquarters and dealing with injured and evacuees.

NYC Department of Environmental Protection — Fort Monmouth, in partnership with the
US Army Corps of Engineers, is providing an Electronic Security System (ESS) to
protect the vast NYC water supply infrastructure that is key to meeting the basic water
needs of 8 million citizens. A broadband communications system is being developed to
support communications by First Responders and waterways security system operations
personnel.

NYC Department of Transportation — Fort Monmouth, in partnership with the US Army
Corps of Engineers, is protecting several of the bridges in NYC by developing design
criteria and C4ISR systems implementations for an electronic security system to counter
threats/vulnerabilities to this critical infrastructure. In partnership with FEMA, NYPD,
NYFD, USACOE, and DOT, Fort Monmouth C4ISR technology (IP network switches,
video servers, and special sensors) will be deployed to ensure the safety of NYC’s
bridges.

City of New York ~ The CIO of NYC has asked Ft. Monmouth to provide assistance in
New York’s Citywide Mobile Wireless Network project. This project will provide
critical data and voice communications for first responders, vehicle location, and
modernization of both police call boxes and the traffic control system throughout the five
boroughs of NYC. Expertise from the Fort Monmouth will be provided in the areas of
Radio Frequency (RF) communications, networking, information security, and
applications. The expertise is being provided during the critical evaluation phase of
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down-selecting from two mobile wireless network vendors during live pilot
demonstrations in NYC.

City University of New York -- The CIO of the City University of New York (CUNY)
has asked Ft. Monmouth to provide assistance securing the records and transactions
processed by the CUNY Data Center. The center supports CUNY’s 19 colleges and
more than 100 research centers with a student population in excess of 450,000. Intrusion
Detection System (IDS) experts are assisting CUNY to design a security architecture,
down-select a vendor, and validate IDS deployment.

For The Office of the Secretary of Defense and the Army Research, Development and

Engineering Command — Fort Monmouth is serving as the technology transition advisor
to identify technologies developed for the war fighter that are also applicable to HLS/D
needs. These technologies are being leveraged for the emergency responders.

Conclusion.

Fort Monmouth develops equipment and capabilities directly relevant to Homeland

- Security needs. It has a number of important and ongoing projects within the NY-NJ
metro area in which Land C4ISR capabilities are being leveraged by nearby civil
authorities in America’s top priority Homeland Security area. Fort Monmouth also
provides a secure, nearby, physical site for use in homeland defense/homeland security
response crises; its proximity to New York City and place in the center of the Atlantic
Coast power corridor is unique.

These capabilities were not addressed by the DOD in BRAC 2005 deliberations or
recommendations.



